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NEW FOR 2008!
See page 9 for details!
As the nation faces a continued and more far-reaching debate about terrorism and how to combat it, join the GovSec Conference and Exposition to understand the full continuum of security. From threats beyond our borders, to those festering within, only GovSec provides you with a 360 degree view of the threats, the probabilities and the solutions allowing you to assess your risk and address your vulnerabilities.

CONFERANCE AND EXPOSITION

Find the tools necessary to complete your mission.

The GovSec Exposition, along with the U.S. Law and Ready Expositions, provide you with a 360 degree view of the latest physical and Cyber security products and services. Stay up-to-date on cutting edge technology and get hands-on with hundreds of products from more than 500 leading manufacturers and suppliers in the industry. Visit www.govsecinfo.com for more details on exhibiting companies.

Network with your colleagues.

NEW FOR 2008!

You asked and we listened! The Patriot Reception will take place on the show floor. Share ideas and best practices with your peers and catch up with old friends while having more time on the show floor to check out products and services offered. See page 4 for more details. Don’t miss these keynote sessions – free for all attendees:

- JULIE L. MYERS, Assistant Secretary of Homeland Security for US Immigration & Customs Enforcement
- GREGORY B. CADE, Assistant Administrator, Federal Emergency Management Agency, US Fire Administration
- GREG MASSA, Chief, National Joint Terrorism Task Force, FBI
- LAURI ALMANN, Permanent Undersecretary of Defence, Republic of Estonia

Learn from experts in the field.

The GovSec Conference is developed with the help of the Government and Industry Liaison Committee to ensure the program affords relevant and comprehensive information you need to know. The sessions are designed to provide practices you can take back to the job and implement immediately. Here are a few sessions you don’t want to miss:

- MARINA LITVENENKO, wife of ex-KGB agent Alexander Litvenenko (killed by polonium poisoning), will deliver the message Alexander was to present at GovSec 2007 – see page 7 for details.
- GEORGE PIRO shares the inside story of interrogating Saddam Hussein and the insight he gained – see page 7 for details
- RITA KATZ, executive director of The SITE Institute, discusses analysis of Jihadi web sites – see page 7 for details

NEW FOR 2008!

Contingency Planning and Management (CPM) at GovSec is geared towards those tasked with securing America’s private sector against natural and man-made disasters. CPM at GovSec brings fresh content to the Conference with sessions covering NIPP, business continuity programs, succession planning and partnerships between the private and public sector. See page 9 for detailed information on these sessions.

USE YOUR REGISTRATION CODE TO ENTER TO WIN A FREE PAIR OF OAKLEY'S!
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**NETWORKING EVENTS**

**The Patriot Reception**  
*New Location: Exposition Show Floor*  
**Wednesday, April 23**  
4:00pm – 6:00pm  
No need to rush through the exhibits on Wednesday—the Patriot Reception will be held on the show floor! Network with colleagues across all disciplines and jurisdictions, enjoy refreshments and heavy hors d’oeuvres and scope out the hottest products and services.  
**Tickets:** $35 (One ticket is included with Conference Registration.)  
**Must be 21 or older to attend.**

**The Infrastructure Security Partnership (TISP) Breakfast**  
**Thursday, April 24**  
8:00am – 9:30am  
**Speaker:** Chris T. Geldart, Director, National Capital Region Coordination, FEMA  
The Infrastructure Security Partnership (TISP) invites you to join them for a unique educational experience and to network with leading public and private sector experts to discuss the latest developments related to critical infrastructure resilience. The release of both the National Strategy for Homeland Security and the National Infrastructure Protection Plan has put protecting our critical physical and information infrastructures at the fore. Join TISP to hear FEMA’s director of the National Capital Region Coordination discuss regional approaches to critical infrastructure protection.  
**Tickets:** $40/member and $60/non member  
For questions regarding TISP or TISP breakfast Speaker Series Sponsorship, please contact Catherine Tehan at ctehan@tisp.org or call 703-295-6231

**ASIS Law Enforcement Appreciation Luncheon**  
**Thursday, April 24**  
12:15pm – 1:45pm  
**Keynote Speaker:** Cathy L. Lanier, Chief of Police, Metropolitan Police Department, District of Columbia  
Arnold Bray, Chief, DC Protective Service Police  
The National Capital Chapter of ASIS International annually recognizes members of the law enforcement community at their Law Enforcement Appreciation luncheon. Held with the U.S. Law Enforcement Conference, this is an opportunity to publicly recognize law enforcement officers who consistently go above and beyond the call of duty and to express our thanks for their dedication and superior service to our community. Honorees are nominated by their fellow officers.  
**Tickets:** $55 and table $450  
For more information or to purchase a table, please contact Joseph Bonacci, ASIS at 703-916-8411 or Kristina Tanasichuk at 703-876-5073.

**BENS**  
**Thursday, April 24**  
2:00pm – 3:00pm  
**Speaker:** TBA  
Business Executives for National Security, a nationwide, nonpartisan organization, is the primary channel through which senior business executives can help enhance the nation’s security. BENS members use their business experience to drive our agenda, deliver our message to decision makers and make certain that the changes we propose are put into practice. BENS has only one special interest: to help make America safe and secure.  
Join BENS for an informative meeting at GovSec to get a better understanding of the organization and hear a high-level briefing on the hottest topics affecting our national security.

**KEYNOTE SESSIONS**  
All keynote sessions are included with Conference and Expo Only registration.

**2008 Opening Keynote**  
**Wednesday, April 23**  
9:15am – 10:00am  
**Julie L. Myers,** Assistant Secretary of Homeland Security for U.S. Immigration & Customs Enforcement  
Hear the view from Immigration & Customs Enforcement on how the integration of federal, state and local information sharing and partnership is progressing. What are the issues surrounding how local law enforcement works in conjunction with federal immigration and customs enforcement to prevent terrorists from entering the US and to identify them if they are already here?

**First Responder Keynote**  
**Wednesday, April 23**  
11:00am – 11:30am  
U.S. Fire Administrator Code will discuss how first responders have grown to the challenges posed by terrorist events and natural devastation, including how fire services has changed, how first responders have worked together to integrate operations under NFMS and what challenges lie ahead to assure we are fully prepared for any catastrophic event.

**US Law Keynote**  
**Wednesday, April 23**  
12:00pm – 12:30pm  
**Greg Massa,** Chief, National Joint Terrorism Task Force, FBI  
With some 63 people from 44 U.S. agencies (law enforcement, intelligence, diplomatic, defense, public safety and homeland security), the National Joint Terrorism Task Force is the operational nerve center for gathering and assimilating terrorist intelligence in order to prevent the next attack. Join the Chief of the NJTTF to learn about the progress of Operation Triwir, among other projects, designed to manage the threat environment. Chief Massa will cover ways the NJTTF is working to disrupt, dismantle and eliminate terrorist threats to America.

**Cyber Security Keynote**  
**Thursday, April 24**  
11:00am – 12:00pm  
**Lauri Almann,** Permanent Undersecretary of Defence, Republic of Estonia  
**Cyberspace: A Perfect Battlefield?**  
Lauri Almann joins GovSec, U.S. Law and Ready to discuss the first attack on a nation state that crippled the Republic of Estonia for three days and the lessons we must learn.

Visit [www.govsecinfo.com](http://www.govsecinfo.com) for more information on the Faculty, Conference and Exposition show floor!
2008 CONFERENCE FACULTY
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TODD BROWN, Director, Overseas, Advisory Council, Bureau of Diplomatic Security, U.S. State Department

JOHN BUMGARNER, Research Director for Security Technology, U.S. Cyber Consequences Unit

GARY W. SCHENKEL, Director, Federal Protective Service
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ROHAN GUNARATNA, PhD, Head, International Centre for Political Violence and Terrorism Research, Institute of Defence and Strategic Studies, Nanyang Technological University, Singapore
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RITA KATZ, Executive Director, The SITE Institute and author, TERRORIST HUNTER: The Extraordinary Story of a Woman Who Went Undercover to Infiltrate the Radical Islamic Groups Operating in America

AND MANY MORE!

TRAINING & WORKSHOPS

SECURITY AWARENESS

Wednesday, April 23
8:00am – 9:00am
FISSEA: What Your Employees Need to Know About Information Security

Unwitting employees, as well as intentional insider threats exist in every organization. The Federal Information Systems Security Educators’ Association (FISSEA) will share the latest information to increase your employees’ awareness of potential computer attacks, how to recognize them and what to do if one is suspected.

Faculty: LOUIS NUMKIN, CISM, IT Security Officer, Internal Revenue Service; SUSAN HANSCH, CISSP-ISSEP, IA Training Program Manager, Department of State/Nortel Government Solutions

Wednesday, April 23
2:00pm – 2:50pm
D*I*C*E Security Awareness Briefing

Ray Semko’s objective is to help your employees recognize America’s adversaries, their targets and methods of operation and how to prevent these adversaries from exploiting our nation’s security and your company’s security by effectively protecting classified, proprietary and sensitive information. The D*I*C*E Man’s goal is to increase your employees’ security awareness of threats from espionage (including cyber and industrial/economic espionage) and terrorism, as well as enhance employee awareness of OPSEC (operations security), INFOSEC (information security), and personnel security. He can also give “behind-the-scenes” of D*I*C*E briefings to show how to motivate your employees through dynamic communication techniques. The US Government NISPOM mandates that all employees and contractors who have access to classified information MUST receive a security awareness briefing EVERY YEAR. The US Department of Defense has similar requirements as do many companies. Don’t waste time coming up with a new briefing every year—let them get it at GovSec 2008!

Faculty: RAY SEMKO, presenter of D*I*C*E (Defensive Information to Counter Espionage) briefings

Thursday, April 24
9:00am – 10:30am
Information Assurance (IA) for Executives

IA for Executives is an overview of federal information systems and their vulnerabilities, threats, impact of, exploitation and countermeasures. The requirements of the Federal Information Systems Management Act (FISMA) including Plans of Action and Milestones are included. Topics include recent findings from the Offices of Inspectors continued on next page

Pre-registration is required for all Training sessions. You must register for the Conference or Expo Only in order to register for these Training sessions.

Visit www.govsecinfo.com for more information on the Faculty, Conference and Exposition show floor!
Security Awareness continued from page 5

General and reports to the Office of Management and Budget, as well as risk management issues. Case studies and lessons learned are used to emphasize the critical role of executive-level leadership in protecting the federal information and information systems.

Who should attend? Deputy Secretary, Under Secretary, Assistant Secretary, Deputy Assistant Secretary, Chief of Mission, Deputy Chief of Mission, Executive Director, Principal Officer, Chief Information Officer, Office Director, Division Director

Thursday, April 24 1:00pm – 5:00pm

Information Assurance (IA) for Senior-Level Managers

hosted by the Bureau of Diplomatic Security, U.S. State Department

IA for Senior-Level Managers provides senior-level managers with the knowledge and skills necessary to evaluate the components of an information assurance program in regard to critical business functions and federal security requirements. It reviews guidance concerning federal information security regulations and policies and procedures. Topics include an overview of information system vulnerabilities, threats, countermeasures, risk assessment requirements related to FISMA, including Plans of Action and Milestones and the findings of the recent Office of the Inspector General and reports to the Office of Management and Budget.

Who should attend? Office Directors, Program Officers, Information Owners, Systems Owners, Division Chiefs, Branch Chiefs

TRAINING & WORKSHOPS

Pre-registration is required for Training & Workshop sessions.

Wednesday, April 23 1:00pm – 4:00pm

LiveSight Target Systems Training & Certification Course

LiveSight Target Systems will be hosting a 3D Firearms Instructor Training and Certification Course during the 2008 GovSec, U.S Law and Ready Conference. All Government, Homeland Security, Law Enforcement, and Corrections Agency Trainers may register to attend this FREE, 3 hour, Training & Certification Course in the Tactical Use of 3D Combat Training.

One trainer from each attending agency or department will receive a FREE pair of 3D shooting glasses and sample targets for their agency or department.

LiveSight Target Systems: LiveSight Target Systems is a company created by Law Enforcement professionals for Law Enforcement professionals and branches of the military. Using their revolutionary 3D imaging and custom made 3D shooting glasses, LiveSight 3D Anaglyphs bring the paper targeting system to life by using technology popularized by movie studies in the 1950s. These 3D targets now transform regular paper targets into interactive experiences that ensure the most realistic training on the market at a rate that is affordable for every agency.

Each trainer attending this course upon completion of classroom seminar and live fire training on the range will receive a certification in the use and application of 3D targeting (which can be used for In-Service Training of your department personnel). Training will cover all aspects of 3D targeting from academy recruits to the most seasoned veteran. Trainers will be amazed for the first time in history with how many applications of training fields open by using reality based targeting systems with live fire.

**This course is exclusively for Law Enforcement, Government and Corrections trainers.

Thursday, April 24 8:00am – 12:00pm

InfraGard Presents: Coming Face-to-Face with Saddam Hussein

8:00am – 9:50am

Dialog with a Dictator: Coming Face-to-Face with Saddam Hussein

YOU WILL LEARN:

- Interrogation tactics and techniques
- Insider conversations with Saddam from the man who had them
- The real story of Iraq's WMDs

COURSE BENEFITS:

With the release of The Terrorist Watch: Inside the Desperate Race to Stop the Next Attack, we all have a sense of the FBI's interrogation of Saddam Hussein. Join the FBI's InfraGard program to hear from the agent who performed the interrogation and learned the most intimate and interesting details about one of the cruelest despots of our time.

Faculty: GEORGE PIRO, Supervisory Special Agent, FBI

Wednesday, April 23 – Thursday, April 24

Green Cross Academy of Traumatology Annual Conference

The Green Cross Academy of Traumatology, a non-profit corporation specializing in trauma-related humanitarian efforts, standards of practice in research, consultation and education and the development of humane policies affecting the traumatized, will hold its annual conference with GovSec, U.S. Law and Ready.

Born from the bombing at the Murrah Building in Oklahoma City, the Green Cross’ mission is to help provide the best mental health and trauma recovery services to our nation’s first responders, the victims and the survivors of traumatic events. The annual program will cover all the mental health issues faced by those involved in response and recovery post-event. Please visit www.greencross.org for more information and www.govsecinfo.com to register.

Program Highlights

Current Issues:

- Terrorism and Critical Incident Stress Management Advances and Innovations
- Disaster Behavioral Health: The Development of a Comprehensive Statewide Program in Florida

Clinical Track

- Child & Adolescent Trauma
- Trauma and Spirituality
- Treating Traumatized Military Families
- The Returning War Vet: EMDR Overview

Field Track

- Serving People with Disabilities in Disaster
- Introduction to Incident Command
- Update - Deployment Protocols
- Lessons Learned: Hurricane Katrina
- Building Teams Under Pressure
- safeTalk: Suicide Alertness

One Day Workshop

- Tools for Compassion Stress Management

Fee: $175 (member) and $200 (nonmember)
**CONFERENCE SESSIONS**

**TERRORISM**

**Wednesday, 8:00AM - 9:00AM T1**

**Homegrown Jihad: The International Experience**

YOU WILL LEARN:
- How homegrown jihad has spread around the world
- Patterns and behavior of cells and how they choose their targets
- Who joins and why

COURSE BENEFITS:
The current wave of homegrown violence and radicalism is a new kind of threat confronting the world. As opposed to transnational terrorist groups with a well-defined rank and file, homegrown individuals and cells—present a much more insidious threat. Join world-renowned expert Rohan Gunaratna as he discusses emerging global trends and what to watch for.

Faculty: **ROHAN GUNARATNA**, PhD, Head, International Centre for Political Violence and Terrorism Research, Institute of Defence and Strategic Studies, Nanyang Technological University, Singapore

**Wednesday, 2:00PM – 2:50PM T2**

**Homegrown Jihad: American Cells**

YOU WILL LEARN:
- Types of cells that exist in the US
- Latest information on cells and their operations
- What types of targets they select and why

COURSE BENEFITS:
Join former FBI agent and lead investigator on the USS Cole bombing to discuss the cells that exist in our nation today. One of a handful of Muslim, Arabic speaking agents on 9/11, Saufan will reveal the latest information on American Jihad, what types of attacks the cells are planning and why we must remain at full alert.

Faculty: **ALI SOUFAN**, President, Saufan & Associates

**Wednesday, 3:00PM - 3:15PM T5**

**State-Sponsored Terrorism**

YOU WILL LEARN:
- The challenges of state-sponsored terrorism
- The implications for our international relationships with “allies” like Saudi Arabia or Russia

COURSE BENEFITS:
When Alexander Litvenenko was poisoned in London by a massive dose of polonium, the world watched in horror as the former KGB agent died a tragic and public death. Join his wife Marina to discuss the issues of state-sponsored terrorism from her perspective—the message that her husband was scheduled to deliver at GovSec 2007.

Faculty: **MARINA LITVENENKO**, activist

**Wednesday, 3:30PM - 4:45PM T6**

**Where America Is Vulnerable to Attack and What to Do About It**

YOU WILL LEARN:
- How to identify vulnerabilities
- What steps must be taken to close the gaps

COURSE BENEFITS:
Over six years have passed since the 9/11 terrorist attacks on the US and more than four years have passed since the creation of the Department of Homeland Security (DHS). During Mr. Ervin’s tenure as Inspector General of DHS his job was to evaluate how effectively the department was carrying out its critically important mission. Though marginal improvements have been made in certain aspects of security, the American people remain vulnerable to another attack.

Faculty: **CLARK ERVIN**, Former and First Inspector General, DHS; Head of Homeland Security, The Aspen Institute

**SECURITY PLANNING**

Sponsored by: District of Columbia Protective Service Police

**Wednesday, 8:00AM - 9:00AM SEC1**

**Successful Components of a Physical Security Program: Understanding Your Choices**

YOU WILL LEARN:
- The options you have and how to select those that maximize your investment
- How to determine what you really need

COURSE BENEFITS:
Back by popular demand, Grassie presents the best understanding of how to develop the optimal security plan for your enterprise. He will outline the possibilities and teach you the best way to reduce risk, maximize your resources and defend your operations.

Faculty: **RICHARD P. GRASSIE**, CPP, President, TECHMARK Security Integration, Inc.
Wednesday, 2:00PM - 2:50PM SEC3
**Fundamentals of the Succession Planning Process**

**YOU WILL LEARN:**
- Why succession planning is critical
- Why it doesn’t always work the way you think it will
- How and why it’s important to groom leaders within

**COURSE BENEFITS:**
To ensure continuity of operations, top executives understand that succession planning is a process that involves developing leaders in addition to identifying them. Join one of the top succession planners in the nation to discuss the process and how an excellent program can benefit your enterprise.

*Faculty: JOSEPH L. BOWER, Donald Kirk David Professor of Business Administration, Harvard Business School*

Free copy of Dr. Bower’s book, *Outsiders Are the Key to Succession Planning of Business Administration, Harvard Business School* included.

Pre-Registration for this session is required.

---

**Thursday, 8:00am – 8:50am CS5**
**Securing the Remote Wireless Infrastructure**

**YOU WILL LEARN:**
- How to secure data on remote devices
- How to assure the remedies don’t kill the patient

**COURSE BENEFITS:**
Thousands of handheld devices, laptops, computers, thumb drives and 4GB Micro SD cards are lost or stolen every day. The growth of Wireless Broadband services to expand the enterprise creates new challenges on how to secure the data in transit, the data on the devices and access to a multitude of databases. The challenge is to secure the asset, manage the access and make sure that it is not so hard to use that end users find ways to circumvent the security measures. The discussion will focus on each of the issues; securing the network, the devices, data in transit/data at rest and secure access to mission critical applications.

*Faculty: BERNARD MCMONAGLE, Director, Federal Government Data Solutions, Verizon*

---

**Wednesday, 3:00PM – 3:50PM SEC2**
**COOP Planning: What Not to Miss**

**YOU WILL LEARN:**
- How to develop a COOP plan for your organization
- The essential components of a COOP plan

**COURSE BENEFITS:**
The session will provide a thorough overview of what COOP is, why COOP is important, what the Federal guidance/regulations/requirements are with COOP and what makes a viable COOP capability. The session will provide an overview of mission essential functions, alternate facilities, orders of succession, delegations of authority and many other important COOP principles.

*Faculty: SCOTT RUTLER, Senior Associate, Booz Allen Hamilton*

---

**Thursday, 9:00AM – 9:50AM SEC5**
**The NIPP and Government Facilities: Secure Facilities, Safe Occupants**

**YOU WILL LEARN:**
- The FPS and its vision, mission and guiding principles
- What FPS is doing to achieve the above
- FPS responsibilities as the Sector-Specific Agency designated to lead the Government Facilities Sector as part of the NIPP

**COURSE BENEFITS:**
The Federal Protective Service’s vision is to ensure secure facilities and safe occupants. In doing so, it leverages its expertise to provide security and law enforcement services to tenants in GSA-controlled space. FPS is working to engage its stakeholders to more effectively distribute its workforce in a risk informed manner. Examples of FPS initiatives will be discussed and the updated Occupant Emergency Planning guide will be distributed.

*Faculty: GARY W. SCHENKEL, Director, Federal Protective Service; SUSAN BURRILL, Division Director, Risk Management, Federal Protective Service*

---

**Thursday, 2:00PM - 3:15PM SEC6**
**RAMP: Risk Assessment & Management**

**YOU WILL LEARN:**
- Overview of the RAMP risk assessment methodology
- How state and local agencies can use RAMP to assist in their risk assessments

**COURSE BENEFITS:**
The Risk Assessment and Management Program (RAMP) – used to provide security services to government facilities — includes storage and analysis of risk data secured by inspectors at facility site assessments who will input data via laptops among other key factors. RAMP will conform to NIPP baseline criteria and consider threat, vulnerability and consequence to address FPS’s expanded role in facility protection as the Sector-Specific Agency for the Government Facilities Sector.

*Faculty: PETER BORISKIN, Vice President, Access Control, Tyco*

---

**Thursday, 3:30PM - 4:45PM SEC7**
**To Leave or Not to Leave: Understanding Options in Evacuation**

**YOU WILL LEARN:**
- How to develop a team and templates to identify risk and vulnerability inside and around the facility
- How people react to an event and whether they follow directions

**COURSE BENEFITS:**
The session will address the importance of creating a facility safety liaison team responsible for issuing evacuation/shelter in place guide, training, education and site risk assessment. Situational Awareness Communication will also be discussed – determining when to stay put or leave for all hazard events.

*Faculty: LAURA HAGG, Managing Director, Beck Disaster Recovery Services; BROCK LONG, Director, Beck Disaster Recovery Services*

---

**PHYSICAL SECURITY**

**Wednesday, 8:00AM - 9:00AM PS1**
**The Myth of Industry Standardization**

**YOU WILL LEARN:**
- The current and future state of governance in the security industry
- The distinction between proprietary standards and open standards

**COURSE BENEFITS:**
The future of the security industry is one based upon a closely governed set of standards, though it is yet to be known who should, or will, define them. Federal contractors need the flexibility that a true open standard provides in order to do their jobs efficiently and thoroughly. Such a standard would enable greater interoperability between security components and systems and provide contractors with a virtual roadmap for meeting compliance regulations such as FIPS 201.

*Faculty: PETER BORISKIN, Vice President, Access Control, Tyco*
As agencies work toward these goals, there is only one option to protect mission-critical assets: convergence. Since HSPA-12, departments have been challenged with the deployment of scalable, reliable identity management systems that meet federally mandated requirements.  

Faculty: BABE AMIN, Senior Product Manager, Identity & Security Management, Novell, Inc.

**CYBER SECURITY**

**Thursday, 8:00AM – 8:50AM CS1**

**Targeted Cyber Attacks: Exposing National Infrastructure Security Weaknesses**

YOU WILL LEARN:
- Implications of cyber vulnerabilities
- How IT operations directly impact critical infrastructure

**COURSE BENEFITS:**
There are cyber vulnerabilities within our nation’s critical infrastructures that if compromised could severely damage the US economy for months. These vulnerabilities exist throughout our lives in electrical plants, transportation systems and many others that we are completely dependent upon for our existence. Yet a simple attack could bring many of these systems to their knees and be even more devastating as a secondary attack.

Faculty: JOHN BUMGARNER, Research Director for Security Technology, U.S. Cyber Consequences Unit

**Thursday, 9:00AM – 9:50AM CS2**

**The New Cyber Defense Era**

YOU WILL LEARN:
- How the specter of cyber warfare must change our thinking about security
- What we must do to plan and defend against attacks aimed at non-military targets such as our economy

**COURSE BENEFITS:**
According to a Pentagon report, Chinese military hackers have prepared a detailed plan to disable America’s aircraft battle carrier fleet with a devastating cyber attack and regularly hack into top secret documents at the Pentagon and other agencies. Join one of the nation’s leading experts to discuss the threat and how we must view cyber defense to assure our future.

Faculty: SCOTT BORG, Director, U.S. Cyber Consequences Unit

**Thursday, 2:00PM – 3:15PM CS3**

**Architecting Your IT Security Standards to Secure Your Enterprise**

YOU WILL LEARN:
- How government organizations are architecting security measurement and management with standardization
- Benefits of standards

**COURSE BENEFITS:**
Large government enterprises are starting to architect their security measurement and management. By bringing standardization to their secure development, vulnerability, configuration and asset management and threat, intrusion and incident management and remediation, they are eliminating duplication and manual activities while providing flexibility and nimbleness in product choice and criteria.

Faculty: ROBERT MARTIN, Principal Engineer, MITRE
**Wednesday, 2:00PM – 2:50PM CPM2**

**The NIPP and Its Private Sector Partners**

**YOU WILL LEARN:**
- How the sector partners are working with government partners
- Private sector challenges

**COURSE BENEFITS:**
The NIPP Program Management Office will facilitate discussion on how the sector partners are working with government partners at all levels, private sector partners, owners and operators to implement the NIPP and the Sector Specific Plans. The discussion will address sector challenges and highlight the role of owners/operators in the implementation effort.

Faculty: TBA

**Wednesday, 2:00PM – 2:50PM SEC3**

**Fundamentals of the Succession Planning Process**

For session description and faculty, see page 8.

**Thursday, 8:00AM - 8:50AM CPM3**

**Physical Security: Your Business Continuity Partner**

**YOU WILL LEARN:**
- How to partner with physical security when developing and activating emergency notification procedures
- How physical security personnel can serve as liaisons with local emergency agencies
- The essential elements of a Business Continuity plan

**COURSE BENEFITS:**
Ideal for physical security and business continuity personnel, this session will explore the role of physical security within a resilient organization as seen through the eyes of a business continuity planner and a physical security manager.

Faculty: DENNIS MORGAN, Honeywell Aerospace; JIM NELSON, MBCP, Business Continuity Services

**Thursday, 9:00AM - 9:50AM CPM4**

**Using Standards for Building Business Continuity Programs**

**YOU WILL LEARN:**
- How you can adopt existing standards to your program
- How such standards ease your audit and help you with compliance

**COURSE BENEFITS:**
We are always looking for the perfect template or checklist for use in business continuity planning, but why invent the wheel when there are already many good ones available? This session will demonstrate how you can adopt existing standards, such as NFPA 1600, various NIST 800-series documents, the DRII/DRJ GAP and BS 25999 Parts 1 and 2 and practices into working documents.

Faculty: PAUL KIRVAN, TBCI, CBCP, CISSP, Marsh; CAROL L. ADAMS, CBCP, Senior Systems Analyst/Disaster Recovery, Business Continuity Coordinator, ALCOSAN

**Thursday, 2:00PM - 3:15PM CPM5**

**The Process of Exercising Plans**

**YOU WILL LEARN:**
- A new spin on how to exercise disaster recovery and business continuity
- The five levels a business area must pass to become operationally ready

**COURSE BENEFITS:**
Allstate has created an enterprise-wide process that puts a new spin on the old “crawl, walk, run” method of disaster recovery and business continuity exercises. Five different levels of exercises will be introduced, with each having set prerequisites and objectives that must be achieved to be successfully executed. Participants will receive tools including an exercise worksheet, a fully functional scorecard and an issue log.

Faculty: JOHN KOTAS, CBCP, Allstate Insurance Company

**Thursday, 3:30PM - 4:45PM CPM6**

**Private Sector Lessons from Government Continuity Planning**

**YOU WILL LEARN:**
- Similarities in COOP and BC plan development
- COOP best practices

**COURSE BENEFITS:**
What do the US House of Representatives, the US Intelligence community and every US county have in common? They have continuity of operations plans (COOP), which are viewed as public sector counterparts of business continuity plans. In this session, attendees will learn COOP best practices, the similarities in COOP and BC plan development and ways to capitalize on COOP experience.

Faculty: CHAS WALLS, MISS Solutions

**Wednesday, 2:00PM – 3:50PM CT2**

**Recognizing Fraudulent Passports & Visas**

**YOU WILL LEARN:**
- The indicators of a fraudulent passport or visa
- The types of crimes associated with visa and passport fraud

**COURSE BENEFITS:**
The Diplomatic Security Service (DSS), the law enforcement and security branch of the US Department of State, will discuss the latest techniques and mechanisms used by terrorists and criminals to fraudulently issue, counterfeit and forge international US travel documents.

This session is for law enforcement only.

Faculty: NICK SABRUNO, Manager, Criminal Fraud Investigations (CFI) Branch, Bureau of Diplomatic Security; JIM SCHAIBLE, Chief, Overseas Criminal Investigators (OCI) Unit, Bureau of Diplomatic Security; ART LINDBERG, Fraud Prevention Programs, Bureau of Consular Affairs, Bureau of Diplomatic Security

**Thursday, 8:00AM - 8:50AM CT3**

**Suicide Bombers: Globalizing Martyrdom**

**YOU WILL LEARN:**
- How suicide bombers plan their operations
- The role of the Internet in recruitment and execution

**COURSE BENEFITS:**
Technology has progressively improved terrorist tactics and the Internet has taken the lead as an effective training tool where terrorists can share their successes and failures on a global scale. By examining various terrorist organizations and the individuals that are involved around the world, this session will illustrate how the groups and their attacks are manifested, strategically executed and then eventually immortalized via the Internet.

Faculty: ADAM FOSSON, Terrorism Research Center

**Thursday, 9:00AM - 9:50AM CT4**

**Suicide Bombers: Their Tools & Tactics**

**YOU WILL LEARN:**
- History and motivation of suicide bombers
- Techniques from around the world used to mitigate attacks

**COURSE BENEFITS:**
This session will describe how suicide bombers operate, pick their targets and which tools they use to complete their mission. Participants will also learn the dangerous myths about suicide bombers and how to understand their true nature. A look at several case studies will clarify what techniques to use and what techniques not to use to combat them.

Faculty: CHRISTOPHER MARTIN, Detective, Long Beach Police Department
**Federal Resources to Prevent the Next Rad/Nuke Attack**

**YOU WILL LEARN:**
- How we are integrating technology with existing CONOPS
- How we have improved detection methods

**COURSE BENEFITS:**
- Working with federal, state and local jurisdictions, the Domestic Nuclear Detection Office is integrating technology with existing CONOPS against the threat of a radiological or nuclear attack on the country. The Domestic Nuclear Detection Office’s mission is to improve the Nation’s capability to detect and report unauthorized attempts to import, possess, store, develop or transport nuclear or radiological material for use against the Nation.

**Faculty:** VAYL OXFORD, Director, Domestic Nuclear Detection Office, DHS

**The Future of RFID**

**YOU WILL LEARN:**
- Responsibilities of the DHS Screening Office
- Technologies currently employed and being considered to create a “smart” id card

**COURSE BENEFITS:**
- The DHS Screening Office is responsible for integrating DHS screening and credentialing activities. Ms. Kraninger will discuss the card technologies currently employed and being considered to assure that divisions within DHS, such as CBP, TSA, USCIS and others have an accurate and fast way to identify individuals hostile to the United States while minimizing the delay to valid travelers.

**Faculty:** KATHY KRAINNER, Director, Office of Screening and Coordination, DHS

---

**FIRE SERVICES/ FIRST RESPONDERS**

**Wednesday, 8:00AM - 9:00AM FS1**

**4th Generation Warfare: What This Means for US First Responders**

**YOU WILL LEARN:**
- How 4th generation warfare presents new challenges for first responders
- Changes needed to prepare first responders
- Overview of preparedness of medical, emergency managers and first responders

**COURSE BENEFITS:**
- Fourth generation warfare, or armed conflict between a nation-state and an ideology-based militant group, is a topic that is rapidly gaining interest among government and military officials worldwide. First responder preparedness has been largely overlooked and dramatic changes are urgently needed. Special emphasis is given to the state of medical readiness, disaster preparation and first responder training.

**Faculty:** CAREY PELTO, MD, Chairman, Tactical Emergency Medical Support Task Force, Central Mountain Training Foundation

---

**Wednesday, 2:00PM – 2:50PM FS2**

**Firefighter Response to Terrorist Event**

**YOU WILL LEARN:**
- How to identify a bomb or secondary device
- Procedures for searching for bombs
- Safety and evacuation procedures

**COURSE BENEFITS:**
- This session will focus on bomb identification, bomb searching procedures, people movement during bomb evacuations, safety procedures during bomb explosions and prevention against terrorist’s bomb placement.

**Faculty:** Deputy Chief VINCENT “VINNY” DUNN, FDNY (Ret.)

---

**Wednesday, 3:00PM – 3:50PM FS3**

**Command Safety – Managing Hazard Zone Operations**

**YOU WILL LEARN:**
- How to integrate safety into command functions

**COURSE BENEFITS:**
- Regardless of the size of the event, the physical labor performed to end the incident is generally performed within the hazard zone. The Incident Commander must automatically integrate standard safety management into the regular command functions to provide for responder welfare and survival. This session will describe and discuss how this safety and command connection is created.

**Faculty:** CHIEF ALAN BRUNACINI, Phoenix Fire Department (Ret.)

---

**Thursday, 8:00AM - 8:50AM FS4**

**SEE IT FIRST AT GOVSEC!**

**Technology Breakthrough: Managing Your Scene with Response Mobile Communications System**

**YOU WILL LEARN:**
- Bleeding edge technology that allows you to manage your scene down to the last person
- Track and see all of your personnel to assure a comprehensive picture of the scene

**COURSE BENEFITS:**
- Response Mobile Communications System (RMCS) is a true working incident scene management system. As a military war fighter technology transfer effort “Tactical to Practical” this system of systems provides Incident and Military Commanders total transparency in tracking personnel within structures. This accountability system provides a meshed network of communications that provide the Incident Commanders total situational oversight and control.

**Faculty:** SHARON MACKAY, Chief, Commercial Wireless Branch, Tactical Wireless Network Division, Fort Monmouth, New Jersey; JOHN C. ERICHSEN, Chief, Ft. Monmouth Fire and Emergency Services

---

**Thursday, 9:00AM - 9:50AM FS5**

**All Together Now! Unified Command at Terrorist Incidents**

**YOU WILL LEARN:**
- Interaction between fire, police and hazmat under NIMS
- Case studies of local and global incidents

**COURSE BENEFITS:**
- Training will cover Police/Fire/Hazmat interactions at suspected terrorist incidents. This session will cover best practices needed by all three to ensure a successful operation. Case studies from Prince William County, VA, Fairfax County, VA and around the world will show different ideas of what can work for different jurisdictions.

**Faculty:** NICK BASKERVILLE, Technician II, Prince William County, VA, DFR; REGINALD JOHNSTON, Captain, Fairfax County, VA, Fire & Rescue

---

**Thursday, 2:00PM – 3:15PM FS6**

**Explosives and Blast Injuries**

**YOU WILL LEARN:**
- How to recognize different explosives
- Tactics of terrorists and characteristics of blast injuries

**COURSE BENEFITS:**
- The Improvised Explosive Device, or IED, has revolutionized modern warfare in recent years. First responders in the continental US are largely inexperienced in these devices and lack training in explosives recognition, characteristics and injuries. This session will provide an overview of many explosive types, with examples of recent attacks. Terrorist explosive tactics, the characteristics of blast injuries, including their recognition, treatment and possible preventive strategies will be discussed.

**Faculty:** CAREY PELTO, MD, Chairman, Tactical Emergency Medical Support Task Force, Central Mountain Training Foundation

---

**Thursday, 3:30PM - 4:45PM FS7**

**Identifying Explosives & Dirty Bombs: Hands-On**

**YOU WILL LEARN:**
- See and touch basic explosives
- How dirty bombs are different and how your procedures change

**COURSE BENEFITS:**
- This session will discuss the hazards of each type of explosive and where first responders might encounter them. Participants have an opportunity to view and handle actual inert explosives such as dummy blasting caps, dynamite, military ordnance and improvised explosive devices (IEDs). Pickett will also cover dirty bombs, their impact and proper safety procedures.

**Faculty:** MIKE PICKETT, Author, Explosive Identification Guide

Free copy of Explosive Identification Guide included. Pre Registration for this session is required.
**Wednesday, April 23**

<table>
<thead>
<tr>
<th>Time</th>
<th>Event</th>
</tr>
</thead>
</table>
| 8:00AM - 9:00AM | CPM1 - Developing a Global Partnership  
|              | CT1 - Encountering Known or Suspected Terrorists  
|              | FS1 - 4th Generation Warfare: What this means for US First Responders  
|              | PS1 - The Myth of Industry Standardization  
|              | SEC1 - Successful Components of a Physical Security Program: Understanding Your Choices  
|              | T1 - Homegrown Jihad: The International Experience  
|              | FISSEA: What your Employees Need to Know About Information Security |
| 8:00AM - 4:00PM | Green Cross Academy of Traumatology Annual Conference |
| 9:15AM - 10:00AM | Opening Keynote with Julie L. Myers, Assistant Secretary of Homeland Security, U.S. Immigration & Customs Enforcement |
| 10:00AM - 6:00PM | EXPOSITION SHOW FLOOR OPEN |
| 11:00AM - 11:30AM | First Responder Keynote with Gregory B. Code, Assistant Administrator, FEMA, US Fire Administration |
| 12:00PM - 12:30PM | US Law Keynote with Greg Massa, Chief, National Joint Terrorism Task Force, FBI |
| 1:00PM - 4:00PM | LiveSight Target Systems Training & Certification Course |
| 2:00PM - 2:50PM | SEC3 - Fundamentals of the Succession Planning Process  
|              | CPM2 - The NIPP and Its Private Sector Partners  
|              | FS2 - Firefighter Response to Terrorist Event  
|              | PS2 - Managing Risk to Create Value: Total Security Management & Decision Support Tools  
|              | PS4 - Remote Monitoring for Real Situational Awareness of Security Incidents  
|              | T2 - Homegrown Jihad: American Cells  
|              | D1"C"E Security Awareness Briefing |
| 2:00PM - 3:50PM | CT2 - Recognizing Fraudulent Passports & Visas |
| 3:00PM - 3:50PM | SEC2 - COOP Planning: What Not to Miss  
|              | FS3 - Command Safety - Managing Hazard Zone Operations  
|              | PS3 - Protecting the Nation’s Critical Assets Through the Convergence of Physical and Logical Security  
|              | T3 - What are the Terrorists Saying? Analyzing Jihadi Web Sites |
| 4:00PM - 6:00PM | Patriot Reception |

**KEY**
- Counterterrorism Technology & Tactics
- CPM at GovSec
- Cyber Security
- Security Planning
- Fire Services
- Physical Security
- Terrorism
- Training
## Thursday, April 24

### 8:00AM - 8:50AM
- CPM3 - Physical Security: Your Business Continuity Partner
- CS1 - Targeted Cyber Attacks: Exposing National Infrastructure Security Weaknesses
- CT3 - Suicide Bombers: Globalizing Martyrdom
- FS4 - Technology Breakthrough: Managing Your Scene with Response Mobile Communications System
- SEC4 - Understanding Enterprise Security with Integration & Convergence
- CSS5 - Securing the Remote Wireless Infrastructure

### 8:00AM - 9:30AM
The Infrastructure Security Partnership (TISP) Breakfast

### 8:00AM - 9:50AM
- Dialog with a Dictator: Coming Face-to-Face with Saddam Hussein

### 8:00AM – 4:00PM
Green Cross Academy of Traumatology Annual Conference

### 9:00AM - 9:50AM
- CPM4 - Using Standards for Building Business Continuity Programs
- CS2 - The New Cyber Defense Era
- CT4 - Suicide Bombers: Their Tools & Tactics
- FS5 - All Together Now! Unified Command at Terrorist Incidents
- SEC4 - The NIPP and Government Facilities: Secure Facilities, Safe Occupants

### 9:00AM - 10:30AM
Information Assurance for Executives

### 10:00AM – 3:00PM
EXPOSITION SHOW FLOOR OPEN

### 11:00AM - 12:00PM
Cyber Security Keynote with Lauri Almann, Permanent Undersecretary of Defence, Republic of Estonia

### 12:15PM – 1:45PM
ASIS Law Enforcement Appreciation Luncheon

### 1:00PM - 5:00PM
Information Assurance for Senior-Level Managers

### 2:00PM - 3:00PM
BENS

### 2:00PM - 3:15PM
- CPM5 - The Process of Exercising Plans
- CS3 - Architecting Your IT Security Standards to Secure your Enterprise
- CT5 - Federal Resources to Prevent the Next Rad/Nuke Attack
- FS6 - Explosives and Blast Injuries
- SEC6 - RAMP: Risk Assessment & Management
- TS - State-Sponsored Terrorism

### 3:30PM - 4:45PM
- CPM6 - Private Sector Lessons from Government Continuity Planning
- CS4 - Critical Information Infrastructure Protection
- CT6 - The Future of RFID
- FS7 - Identifying Explosives & Dirty Bombs: Hands-On
- SEC7 - To Leave or Not to Leave: Understanding Options in Evacuation
- T6 - Where America Is Vulnerable to Attack and What to Do About It

Visit www.govsecinfo.com for more information on the Faculty, Conference and Exposition show floor!
GovSec, U.S. Law and Ready EXPOSITION

The GovSec, U.S. Law and Ready Exposition provides you with a seamless show floor packed with the latest products and services to help you prepare for tomorrow. You’ll find exhibitors specializing in access control and authentication, integrated security management systems, IT security, vehicles, personal protection equipment, records management and much more! Visit www.govsecinfo.com for more information on the 2008 exhibitors.

FREE with Expo Only Registration:
• Keynote Sessions
• Education Pavilion
• Oakleys at the GovSec, U.S. Law and Ready booth
• Lunch Voucher
• Training and Workshops
• Visit www.govsecinfo.com for more details!

GovSec, U.S. Law and Ready EXHIBITORS

3VR Security Inc
433 Location Aware Technology
5.11 Tactical Series
AC/DC Industries, Inc.
Action Airgun, LLC
Action Target
ADASHI / First Response
Advanced Weapons Technology
Ahura Scientific, Inc.
AlliedBarton Security Services
AMAG Technology
American Anti-Ram
American Science and Engineering
American Technology Corporation
Ameripack, Inc.
ASG Security
ASSA ABLOY ISS
Axis Communications Inc.
B & B ARMR Corporation
B & H Photo Video Pro Audio
Bellevue University
Biometrics Task Force
Bruhn Newtech, Inc.
BW Technologies
C & J Services & Supplies Inc
C&S Antennas
California University of PA
CamelBak Products, Inc.
Capital College
Card Scanning Solutions
CEIA USA
Cernium Corporation
Code 3, Inc.
CODY Systems
Cohu Inc. - Electronics Division
ColoID, LLC
Columbia Southern University
Contech Mobile Datacomm Corporation
Concentric Security LLC
CorpsWorks, Inc.
CP Films, Inc.
Crystal Group, Inc.
Defense Supply Center Philadelphia
DefenXs
DeltaXny
DIEBOLD, INC.
DKS DoorKing, Inc.
DMP
Document Forensics Inc.
DodgeM Mobile Technologies
DynCorp International
Entech Signs
ePlus Inc.
Executive Protection Systems
Extreme Security Vehicles Inc.
Eyak Architecture & Engineering LLC
Farber Specialty Vehicles
FastVDO
Federal Signal Corporation
Defense Research Laboratory
FHV USA
Garrett Metal Detectors
GigaBite
GlassLock
Glock, Inc.
Harley-Davidson Motor Company
HID Global
Hirsch Electronics
IDenticard Systems, Inc.
IES Interactive Training
ImageNow by Perceptive Software
Inificon, Inc.
INNOVA
Intec Video Systems
Intelligence Careers
International Fiber Systems, Inc.
International Truck and Engine Corp.
IPVS Magazine
ITT Night Vision
Kaba Access Control
Lawmen Supply Co., Inc.
LDV, INC.
Lenel, a UTC Fire & Security Co.
Little Giant Ladders / Wing Enterprises
Logistic Systems, Inc.
Lumenyte
Maryland Fire and Rescue Institute
Mayday Industries
ADI Traffic Control Products
Medeco High Security Locks
Miltac, Inc.
Mobilsa, Inc.
Modu-Built Industries, Inc.
NASA
National Defense Industry Association
National Seating
Natl’l Ct. for Biomedical Research
and Training
Natl Law Enforcement Officers
Memorial Fund
Nextteq, LLC
Northrop Grumman Corporation
Northwest Territorial Mint
Norwich University
NRA-Law Enforcement Division
NW School of Survival
OSI Security Devices
Penco Products Inc.
Pennsylvania State University
PENTAX Imaging
Permits Inc.
Philips
Pierce Mfg.
Plastic Card Systems
Point Blank Body Armor-PCA
Body Armor
Power Tech Inc. / Smith & Wesson Flashlight
PowerFlare Corp.
PPC
PRO Barrier Engineering
PureTech Systems Inc.
Quadron, Inc./ Critical Imaging LLC
Quartermaster
RADeCO
Rainbow CCTV
Rajair Corporation
Rapicon Systems
Raytheon / JPS Communications
RedMan Training Gear
RELN Wireless
Riteway, Inc.
Rite in the Rain
Rico Rescue
Sav Enterprises, Inc.
Security Assembly Group, Ltd
Security Cameras Direct
ShieldSpec (UCP)
SidePlate Systems, Inc.
Sigarms, Inc.
Smiths Detection
SOG Specialty Knives
Solos Group LLC
Streamlight, Inc.
Stryker
Summit Point Automotive
Research Center
SWE-DISH Satellite Systems
SymbolArts
TAC
Taser
Tech-Shield, Inc.
The8le Communications
The Signum Group
The Whirlmark Group
Thermo Fisher Scientific
Tiffin Metal Products Co.
TigerLight, Inc.
Trimbile
Tyco / Scott Health and Safety
Tyco International
Tyco International / Allied Tube & Conduit
U.S. Security Associates
UltraVision Security Systems
University of Phoenix
Upper Iowa University
US Tactical Supply
USIS
Veinon Wireless
videoNEXT
Whelen Engineering Co., Inc.
Xcaper Industries, LLC
XO Armor
As of 12/1/2007
Special thanks to our esteemed GovSec, U.S. Law & Ready liaison committee members. Each has given a tremendous amount of time and effort to assure that you have an exceptional educational experience at the conference. For a complete list of members, please visit www.govsecinfo.com.

Thank you also to all of our public and private partners who work to assure that everything in the program is top notch. For a full list of public and private cosponsoring organizations, please visit www.govsecinfo.com.

REGISTRATION INSTRUCTIONS

3 Easy Ways To Register!

1. ONLINE: Go to www.govsecinfo.com and click on the ‘Register Now’ button. Enter the Registration Code located above your address in this brochure when prompted.

2. FAX: the completed registration form to: 508-759-4552

3. MAIL: Complete the registration form in this brochure and mail to:

GovSec, U.S. Law and Ready 2008

c/o Convention Data Services

107 Waterhouse Rd.

Bourne, MA 02532

REM EMBER YOUR REGISTRATION CODE!
Enter the Registration Code to secure discounts and for a chance to win a pair of Oakleys. Every week, five people who have registered for the event will receive a pair of Oakleys. Names will be posted at www.govsecinfo.com, winners must pick up their sunglasses at the event. Your Registration Code is located above your address on this brochure.

Policy Information

Cancelling Policy

Substitutions, including those made onsite, are allowed with written permission of the original registrant. Please submit the request in writing to GovSec, U.S. Law and Ready 2008 Registration, 3141 Fairview Park Drive, Suite 175, Falls Church, VA, 22042.

Age Policy

No one under the age of 18 is permitted to attend GovSec, U.S. Law and Ready 2008 or enter the exhibit hall during setup, show hours or move out.

Questions

If you need assistance, please contact Customer Service at 800-746-0099.

Hotels

Traveling to the show and need a place to stay? GovSec, U.S. Law and Ready work with surrounding hotels to secure exclusive discounts on hotel rates. Visit www.govsecinfo.com and click on Hotel and Travel to book your room. Please do not contact the hotels directly as these rates are only available from GovSec, U.S. Law and Ready. Questions? Please call 800.746.0099.

<table>
<thead>
<tr>
<th>Hotel</th>
<th>Address</th>
<th>Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>Comfort Inn</td>
<td>1201 13th Street, NW</td>
<td>$221</td>
</tr>
<tr>
<td>Henley Park Hotel</td>
<td>926 Massachusetts</td>
<td>$249</td>
</tr>
<tr>
<td>Four Points</td>
<td>1201 K Street, NW</td>
<td>$275</td>
</tr>
<tr>
<td>Red Roof</td>
<td>500 H Street, NW</td>
<td>$179</td>
</tr>
<tr>
<td>Renaissance</td>
<td>999 Ninth Street, NW</td>
<td>$309</td>
</tr>
<tr>
<td>Government Rate</td>
<td></td>
<td>$201</td>
</tr>
</tbody>
</table>

Visit www.govsecinfo.com for more information on the Faculty, Conference and Exposition show floor!
# GovSec, U.S. Law and Ready Registration Form

## Contact Information
- **Phone**: ________________________________
- **Fax**: ________________________________
- **Email (required)**: ________________________________

Complete the following only if you have changes to the information printed below.
- **Name**: ________________________________
- **Title**: ________________________________
- **Organization**: ________________________________
- **Address**: ________________________________
- **City, State, Zip**: ________________________________

- **Check here if you wish to NOT receive event email updates**
- **Check here if you would like to remove your email address from the information that is shared. The information provided here will be used, if you so choose, to share with exhibitors on the Exposition Show Floor.**

By providing your information on this form, you explicitly consent to receive fax, telephone and email communications from GovSec, U.S. Law and Ready.

## Package Selection
- **Exposition Only – Free with your Registration Code #_____ @ $0**
- **Full Conference**
  - **Government #_____ @ $195 = subtotal:**
  - **Industry #_____ @ $595 = subtotal:**

Please indicate the sessions you plan to attend:
- **T1**
- **T2**
- **T3**
- **T4**
- **T5**
- **T6**
- **SEC1**
- **SEC2**
- **SEC3**
- **SEC4**
- **SEC5**
- **SEC6**
- **PS1**
- **PS2**
- **PS3**
- **PS4**
- **PS5**
- **PS6**
- **CPW1**
- **CPW2**
- **CPW3**
- **CPW4**
- **CPW5**
- **CT1**
- **CT2**
- **CT3**
- **CT4**
- **CT5**
- **CT6**
- **CT7**
- **FS1**
- **FS2**
- **FS3**
- **FS4**
- **FS5**
- **FS6**
- **FS7**

## Networking Events
- **Patriot Reception**
  - #_____ of tickets @ $35 = subtotal:**
- **The Infrastructure Security Partnership**
  - #_____ of tickets @ $40 (member); $60 (non-member) = subtotal:**
- **ASIS Law Enforcement Appreciation Luncheon**
  - #_____ of tickets @ $45 = subtotal:**
- **BENS**
  - #_____ of tickets @ $50 = subtotal:**

## Training & Workshops
- **Green Cross Academy of Traumatology Annual Conference**
  - #_____ of tickets @ $175 (member); $200 (non-member) = subtotal:**
- **DICE Security Awareness Briefing**
- **FISSEA Session**
- **InfraGard Session**
- **LiveSight Target Systems Training**
- **Information Assurance**
  - **for Senior Level Managers**
  - **for Executives**

## Your Profile
1. Please indicate your primary organization type (select only one):
   - [ ] Department of Defense (Army, Navy, Air Force, Marine Corps, Military)
   - [ ] Department of Homeland Security
   - [ ] Department of Justice
   - [ ] Bureau of Diplomatic Security, Dept of State
   - [ ] Executive/Legislative Branch
   - [ ] Other Federal Agency
   - [ ] State Government
   - [ ] County/Municipal/City Government
   - [ ] Law Enforcement
   - [ ] Fire Services
   - [ ] Emergency Management/Preparedness
   - [ ] Education
   - [ ] Association
   - [ ] Security Service Provider/Manufacturer
   - [ ] Consulting/Systems Integration

2. Please indicate your GS level (if you do not have a GS level, select Not Applicable):
   - [ ] GS 1-5
   - [ ] GS 6-15
   - [ ] GS 16-20
   - [ ] GS 21-25
   - [ ] GS 26-30
   - [ ] GS 31-35
   - [ ] GS 36-40
   - [ ] GS 41-45
   - [ ] GS 46-50
   - [ ] GS 51-55
   - [ ] GS 56-60
   - [ ] GS 61-65
   - [ ] GS 66-70
   - [ ] GS 71-75
   - [ ] GS 76-80
   - [ ] GS 81-85
   - [ ] GS 86-90
   - [ ] GS 91-95
   - [ ] GS 96-100
   - [ ] Not Applicable

3. What is your role in the purchase of products and services related to security? (select only one):
   - [ ] Final decision making authority
   - [ ] Recommend — provide user input
   - [ ] Specify

4. What is your primary job function? (select all that apply):
   - [ ] Border/Port/Transit Security
   - [ ] IT/Computer Security
   - [ ] Physical/Facility Security
   - [ ] Procurement/Purchasing
   - [ ] Program/Project Management
   - [ ] Public Safety
   - [ ] Research/Development
   - [ ] Search & Rescue
   - [ ] Sheriff
   - [ ] State/Municipal/Local Law Enforcement
   - [ ] Training
   - [ ] Other

5. LAW ENFORCEMENT ONLY
   - What is your primary job function? (select only one):
     - [ ] Federal Law Enforcement
     - [ ] State/Highway Patrol
     - [ ] Military Police
     - [ ] University Police
     - [ ] Correctional Institution Officer
     - [ ] Transportation Security (Airport/Port/Railroad)
   - [ ] Other

6. What is your organization’s annual budget? (select all that apply):
   - [ ] Less than $50,000
   - [ ] $50,000-$499,999
   - [ ] $500,000-$999,999
   - [ ] $1 million-$2.9 million
   - [ ] $3 million-$4.9 million
   - [ ] More than $5 million
   - [ ] Not Applicable

## Payment
- [ ] Approved Federal Government Voucher SF182 (attach voucher)
- [ ] Approved P.O. No. ____________________ (attach copy of approved P.O.)
- [ ] Check — Make check payable to: GovSec 2008
  - [ ] Credit Card:  [ ] VISA  [ ] MasterCard  [ ] AMEX
  - **Account No.:** ____________________
  - **Exp date:** ____________________
  - **Cardholder’s Name:** ____________________
  - **Signature:** ____________________

We gladly accept SmartPay.